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1. General Data about the Company
Petroleum Industry of Serbia j.s.c.  Novi Sad (NIS j.s.c.) is one of the largest vertically integrated energy companies in the Southeast Europe. 
Its basic activity is exploration, production and refining of oil and gas, as well as sales of a wide range of petroleum products. 
NIS has two refineries - in Pančevo and Novi Sad, and also an LPG Production Unit in Elemir.  NIS produces the total of about 1.7 million tonnes of oil equivalent and gas annually, conducting its business operations at the territories of Serbia, Angola, and Bosnia and Herzegovina.  Total oil refining volume is around 2.1 million tonnes a year.  The Company's retail network includes over 350 facilities:  petrol stations, tank-truck loading terminals and oil warehouse network.  NIS is the leading supplier of petroleum products in Serbia. 
NIS supplementary activities include production of drinking water "Jazak" and hotel and catering business the Company implements through its subsidiary "O Zone". 
The Company's headquarters and its main production capacities are located in the Republic of Serbia, the country which, owing to its geographical position, represents the centre of trade and investments in the Balkans. 
The majority of NIS oil and gas reservoirs are situated at the territory of Vojvodina.  NIS has production capacities in Angola and oil services in Turkmenistan, as well as "Jadran-Naftagas" company in the Republic of Srpska, founded jointly with "Neftegazinkor".  NIS subsidiaries are situated in Bosnia and Herzegovina, Bulgaria, Hungary and Romania, and the Company has its representative offices in Russia, Angola, Turkmenistan and Brussels. 
Gazprom Neft owns 56.15% of the Company's share capital, while 29.88% of NIS shares is owned by the Republic of Serbia.  The remaining shares belong to the citizens, employees, former employees and other minority shareholders, making it three million shareholders of the Company in total (as on 30 September 2011).  NIS shares are traded at the Belgrade Stock Exchange. 
2. Project Description
The Technical Assignment specifies the requirements for the creation of the information system "Well Workover Automation" (hereinafter referred to as - the System).
3. Project Goals and Tasks
The purpose of the project is to create the system of "Well Workover Automation", aimed at automating the tasks of operative planning, monitoring and analysis of current and capital well workover (CCWW).  The solution is considered as the support instrument for the above processes which are conducted constantly and cyclically. 
The solution is intended for the automation of the following areas of business activity of the Client's specialists related to CCWO planning, recording and analysis:  CCWO Planning, CCWO Result Recording, CCWO Result Control, Drafting of the Record on Conducted Works, CCWO Result Analysis. 
4. System Information 
4.1 Scope of the Process
Current and capital well workover conducted in the Client's Company involves a large number of brigades - contractors, complex works and the need for constant control and operational response.  In order to manage the services, the Client is spending significant resources, with reserves regarding optimization and efficiency increase.  
The system of "Well Workover Automation" will provide IT support to the CCWW tasks - management of service work execution, and also required instruments and data regarding CCWW for the Company's specialists.  Automation of the tasks and provision of IT tools for the purpose of decision making in the area will ensure considerable increase of production sections' efficiency and also reduction of costs for resolving specific business tasks.  
	No. 
	Business-process
	Effect description

	
	Well workover
	The system of "Well Workover Automation" must functionally cover the entire well workover life cycle, from operative planning, record-keeping and control to drafting of the records and analysis of the results of CCWW implementation per well. 


4.2 Users
	No.
	Group of users
	Number of users
	Group description

	1. 
	UPS
	68
	Users employed within the Exploration and Production 

	2. 
	Services
	20
	Users employed within the Services

	3. 
	Workover Production Unit
	18
	Users employed within the Workover Production Unit

	4. 
	Well Workover Unit
	12
	Users employed within the Well Workover Unit

	5. 
	Third parties (Ufa, Nedra)
	28
	Users employed within the servicing companies hired by NIS j.s.c. 

	Total number of users:
	146
	


4.3 Connected Systems
	No.
	Connected system
	Interface description/name

	1. 
	AD (Active directory)
	User accounts of all users in NIS j.s.c.  Ensures automatic user log-in to the system by using AD account

	2. 
	NGT Smart
	Interface which ensures data export to the NGT Smart system.  NGT Smart system represents a software package for expert analysis of operational tasks in managing oil and gas field development. 

	3. 
	OIS +
	Data exchange with the OIS.  OIS + is the system used for monitoring production and creating production reports. 

	4. 
	GTM Invest
	GTM system contains data on candidate wells, envisaged on the basis of geo-techn. measures


4.4 Functional Scope
System functions must contain the following modules:
· Candidate Well Module
· Capital Well Workover Schedule Module
· Current Well Workover Schedule Module
· Work Order Module
· Work Plan Module for Capital Well Workover
· Activity Monitoring Module
· CCWW Report Module
· CCWW Supervising Module
· Report on Conducted Works Module
· CCWW Result Analysis Module
5. IT Solution Requirements
5.1 Description of the Existing Architecture
The process is not automatic at the moment.  
5.2 System Architecture
Software design and ergonomics shall correspond to corporate WEB application requirements.  Screen form interface shall be intuitively comprehensible to the users.  
The system shall support the Russian and Serbian languages.  
When creating the System, centralized 3-tier information architecture shall be used, with the database server and application server located in the Client's corporate centre infrastructure.  
Client's part of the System shall consist of the WEB application with the possibility of launching it in the Internet Explorer browser, version 9 and above. 
Requirements regarding IT infrastructure elements, system and application software shall be defined in the System technical designing stage.   
5.3 Functional Requirements
5.3.1 Candidate Well Module
The function of the module is to create the list of candidate wells for capital well workover.  
Functional requirements:
· Data review per well;
· Creation of a list of candidate wells per field; 
· Planning GTA types and expected mode of operation following GTA;
· Candidate well ranking per criteria adopted in the Company;
· Possibility to transfer unconfirmed candidate wells to a new reporting month; 
· Approval of the list of candidate wells;
· Export of the list of candidate wells to Excel;
5.3.2 Capital Well Workover Schedule and Current Well Workover Schedule Modules
The function of the module is to create annual and monthly schedule for capital and current well workover.  
Functional requirements:
· Planning of drilling contractors;
· Organisation and implementation of the movement schedule for Capital Well Workover and Current Well Workover brigades;
· Presentation of the actually conducted works per brigade;
· Presentation of preliminary planned works per brigade;
· Planning of deadlines for Capital Well Workover and Current Well Workover execution for approved candidate wells;
· Planning of deadlines for CCWW execution for unplanned wells as well;
· Approval of the Capital Well Workover and Current Well Workover schedules with the Rulebook adopted by the Client
· Approval of the Capital Well Workover Schedule and Current Well Workover Schedule;
· Export to Excel.
5.3.3 Work Order Module
The function of the module is to create work orders for capital and current well workover. 
Functional requirements:
· Definition of workover goals and type of activities (GTA, Basic workover, CCWW);
· Planning of well structure changes in the course of workover;
· Planning of underground equipment running in;
· Planning of the work composition upon CCWW;
· Calculation of well killing parameters (specific kill mud gravity, kill mud quantity per cycles, number of cycles);
· Approval of Work Order in line with the Rulebook; 
· Export to Excel.
5.3.4 Work Plan Module for Capital Well Workover
The function of the module is to create the plans per operations for the execution of workover. 
Key function of the block:
· Drafting of the basic work plan (workover operations, operation parameters);
· Drafting of additional work plans;
· Calculation of the normative time for operation execution;
· Drafting of work plans per operations based on standard plans;
· Preliminary calculation of workover cost, taking into account the brigade/hour price of specific contractors;
· Approval of work plans in line with the Rulebook adopted in the Company;
· Export to Excel.
5.3.5 Activity Monitoring Module
The function of the module is to review the current status of planned workovers, as well as workovers which are underway: 
Key function of the module: 
· Review of planned deadlines for the works within Capital Well Workover Schedule;
· Review of work deadlines met;
· Review of deadlines and status of Work Order preparation;
· Review of deadlines and status of Work Plan preparation;
· Review of deadlines and status of the Record on Conducted Works preparation;
· Initiation of the form for Work Order drafting and review;
· Initiation of the form for Work Plan drafting and review;
· Initiation of the form for Record on Conducted Works drafting and review;
5.3.6 CCWW Report Module
The function of the module is to provide detailed and formal record-keeping of conducted well workover.  
Key function of the block:
· Record-keeping of workover execution deadlines met;
· Record-keeping of workover contractors (workover brigades);
· Record-keeping of operation execution deadlines and operation parameters met; 
· Record-keeping of deadlines met, causes and culprits of workover brigade downtime;
· Record-keeping of complications and accidents occurring in the course of well workover;
· Record-keeping of technological equipment, working fluid consumption and machinery used in the course of well workover;
· Record-keeping of servicing brigades for the execution of equipment disassembly and assembly, equipment take-away, well site preparation and well start-up. 
· Record-keeping of works not included in the Work Plan (Programme). 
5.3.7 CCWW Supervising Module
The function of the module is to control servicing brigade activities and observation of technological processes within well workover.   
Key function of the block:
· Review of operations and downtime CCWW reports;
· Operation classification per properties; Operation conducted without violation, with waste, resulting in accident; 
· Drafting of complaints and deficiencies in conducted operations, downtime, brigade activities; 
· Record-keeping of deadlines for remedying the deficiencies, measures adopted, contractual penalty amounts in hours or percentage of the actual operation or workover time;
· Assessment of work execution quality, equipment validity, observance of environmental standards and fire prevention based on the assessment criteria;  
· Monitoring of complications and accidents occurring in the course of work execution;
· Analysis of productive and non-productive time, violation, downtime
· Confirmation of executed works which are not included in the Work Plan (Programme).
5.3.8 Report on Conducted Works Module
The function of the module is to make the Record on the basis of CCWW report operations. 
Key function of the module:
· Record-keeping of the Record operations based on the Work Plan and CCWW Report operations; 
· Entering of downtime to be paid into the Record;
· Record-keeping of the actual time of operation execution;
· Deduction of contractual penalties from the actual operation time;
· Calculation of the normative time for operation execution;
· Calculation of speed-up in operation execution;
· Calculation of workover cost on the basis of brigade/hour price;
· Approval of the Record on Conducted Works in line with the Rulebook; 
· Export to Excel.
· Calculation of hours of operation for the operations not included in the Plan (Programme). 
5.3.9 CCWW Result Analysis Module
The function of the module is to analyse current and capital well workover data and it represents a set of stipulated and analytical forms created in the system by the user or automatically.  
The report list shall be approved in the stage of technical design preparation (maximum 3 reports for every functional module). 
5.4 Non-Functional Requirements
Requirements for productivity and Software availability, allowed downtime.  Requirements for productivity, software availability and stability in terms of failures, shall be specified in the Bid. 
5.4.1 Performance Requirements
It is necessary to establish application monitoring in order to monitor service availability/unavailability (in percentage of how available it was and in minutes of how long it was unavailable).  
Furthermore, it is necessary to make service maps to show dependency between the services of one application.  Service maps are made in order to detect more easily, when an application becomes unavailable, which specific service is in question.  
A Bidder shall identify key system components which require monitoring organisation, and also propose technical solution options for the implementation on the Client's infrastructure. 
5.4.2 Information Scope Requirements
The supplier shall submit indicative software solution performances in terms of data structure and organisation, expected scope and the Client's data growth trends. 
5.4.3 Other System Integration Requirements
It is necessary to provide integration with the following systems:
· NGT Smart - Data export to the NGT Smart system
· OIS - Communication between the systems with data exchange option
· AD - User recognition and log-in to the system
· GTM Invest - Geo-technical measurement data
5.4.4 System Administration Requirements 
This section describes key support and maintenance processes between the Bidder and NIS. 
The Bidder shall offer the recommended maintenance model, proposing options for allocation of responsibilities between the Client and the Supplier.  Safety requirements referred to in Chapter 7 shall be taken into account. 
The following table shows the connection between support and maintenance activities and standard NIS service management processes. 

	Support and maintenance services
	Requirement management
	Incident management
	Management of change requirements

	Preventive maintenance
	X
	
	X

	Application monitoring
	X
	X
	

	Corrective maintenance
	
	X
	X

	Changes in the original application specification
	X
	
	X

	Status reports
	X
	X
	X

	Application use assistance
	X
	
	

	Archived data access assistance
	X
	
	

	Assistance in working with application environment
	X
	X
	

	Knowledge management
	X
	X
	

	New hardware and software evaluation
	X
	
	


5.4.5 System Use and Maintenance Requirements 
The following services are expected in terms of the existing and future applications:
· Preventive maintenance– In terms of applications, the activities will be undertaken in order to analyse the work and take the steps to prevent possible problems in the operation of applications
· Application system monitoring – The Contractor shall provide periodic monitoring of production applications in order to verify application availability (access to logs is provided for NIS members, and they shall provide log elements to the Contractor in order to conduct required analyses).
· Corrective application system maintenance – Defined as the activities related to the detection and resolution of possible errors and problems identified in the course of operation.
· Cause analysis – Problem cause analysis. Problems shall be investigated in order to detect their causes and measures shall be undertaken to eliminate problem causes, including adequate reporting and timely report distribution (based on logs and information to be provided by NIS).   
· Error correction – Defined as correction of functions which are not in line with the specified and approved (signed) application system specification. This includes system errors, slow and frozen functions, or unexpected results in the operation of application which may render it useless in the business processes it is designed for.  
· Modifications compared to the original application specification (including new development) - All functions not specified in the currently approved design specification.  Changes in NIS organisation, or new business needs (such as changes in the organisation or business processes/activities themselves) may render the current specification outdated.  When this happens, NIS shall initiate the requirement for system improvement.  All these changes may be considered as:
Adaptive maintenance – Defined as the activities of application improvement or conversion compared to the new versions of operating environment, including operating system, application servers or databases. 
· Other improvements – Additional activities of (service) provision including (but not limited to):
· New or additional interface to other systems
· New Intranet "front-ends" of the existing applications
· Addition of new services or modification of the existing ones
· Report generation, if there are reporting tools within the application solution
· Addition of new data fields
· Change of business rules
· Assistance in transferring the existing applications to new locations (new locations, groups or organisational units)
· Transition of new or modified applications – When a new or modified application is ready for transition into the productive environment and maintenance, it is required to undertake the necessary activities, including testing activities (test scenario creation, testing execution, test report generation, and also testing activity documenting), source code versioning, creation of appropriate documentation (user, technical and support and maintenance-related documentation), appropriate training (including training activity planning, training material creation in different forms (e.g. video, electronic documents, presentations), and also organisation of specific training with end users and/or NIS support representatives).
· Status reporting – The Contractor's support specialists are expected to periodically generate status reports and submit them to NIS for every subject application solution
· Application use assistance – Advising or training in how to use the applications, including gathering of all application transactions, or in relation to the nature of the application itself
· Assistance in application environment support – Advising in terms of use, maintenance and support of application environment, including application development tools, application servers and databases.
· Knowledge management – Set up and maintenance of the system for recording, storing and providing information necessary for the resolution of application system-related problems
· Assistance in new software or hardware definition  – Assistance in defining and assessing new hardware and/or system software to be used in NIS within the project.
5.4.6 Document (technical and functional) Requirements
The following documents shall be prepared: 
· Report on Business Process Investigation
· Technical System Implementation Design:
· User Guide and Administrator Instructions;
· System Use Rulebook;
· System Monitoring Rulebook;
Additionally, in the technical design stage, a set of documents shall be specified. 
Documentation shall be prepared in Russian and Serbian. 
5.4.7 System Modernization Development Perspective
The Bid shall specify new solution development perspective.  Possible improvements, new versions, new services.  In the bid, the Bidder shall present its standard approach in the area.
6. IT Infrastructure Requirements
6.1 Client configuration
Specify the minimum and required client configuration. 
6.2 Server configuration
Specify the required server configuration, operating system on the server, etc. 
6.2.1 Hardware Requirements
Specify hardware requirements according to the following form

	N/n
	Server
	PROCESSOR
	RAM
	HDD
	Operating system 
	Base
	System software
	Application software

	1
	Base server
	
	
	
	
	
	
	

	2
	Application server
	
	
	
	
	
	· 
	· 

	3
	Integration server and standby database
	
	
	
	
	
	
	

	4
	Test server
	
	
	
	
	
	· 
	· 

	5
	Backup server
	
	
	
	
	
	
	

	6
	Network access server
	
	
	
	
	
	
	


The Supplier shall identify and submit configurations if they are not included in the list.  Furthermore, the role of specified hardware may be explained additionally. 
6.2.2 Software Requirements
The Bidder shall submit detailed software specification with detailed explanation of the licensing method and options.
6.3 Data Transmission System Requirements
6.3.1 Network Infrastructure and Transmission Channel Requirements
The existing network infrastructure within NIS j.s.c. shall be used. 
The Bidder shall specify if there is any special need regarding network infrastructure in terms of data flow, setting or giving rights for the operation of the application. 
7. Safety Requirements
7.1 Confidentiality
The system shall fulfil the information safety requirements valid for the Client and presented in the decisions and standards and defined in the Technical Assignment. 
The system shall contain separate user access rights set per organisational units and types of work (roles).  
In the technical bid, the Bidder shall present the software solution in this area. 
Explain the method for providing safe administration by the IT or the Bidder, without access to the business data. 
All data processed in the system shall represent a business secret. 
7.2 IT Safety Requirements
7.2.1 Authorization and Password Management 
Users log in to the system by using their existing AD accounts. 
Specify whether it is possible to organize user group access via AD groups.  Specify whether it is possible to provide Single sign-on function. 
7.2.2 User Accounts and Access Management 
The Contractor shall describe in detail the solution for organisation and mapping of business roles and rights of access to business data through the system. 
The Contractor's employees shall sign in and work exclusively under their own personalized user accounts and they shall not use generic administrative accounts except when this is impossible to avoid. 
7.2.3 Data Protection
Specify whether the software solution has the option or inbuilt mechanism for additional data coding in the system. 
The Contractor shall observe and implement the activities in line with the internal regulations of the Client's company.  The Client shall familiarize the Contractor with the existing internal regulations regarding IT security, providing the information regarding updated versions of the existing and new documents for the duration of the Contract.
7.2.4 Endurance, Reliability and Service-Provision
It is necessary to specify the inbuilt mechanisms within the software solution which, in case of poor system operation performances (computer network problems, lack of Client or server disk space, etc.), may conduct automatic poor performance cause detection and elimination, etc.  Propose the solution if the mechanisms are not automatic. 
7.2.5 Malware Protection
Specify the list of supported antivirus software (client and server) the Client's solution supports. 
Specify all familiar problems, limitations and assumptions in order for the software solution to run unhindered in the system of Client's antivirus protection. 
7.2.6 Remote Access
In order to access the system, the Contractor shall use the Terminal Server which records all user sessions in order to ensure both sides in case of dispute. 
7.2.7 External User Licenses
The Client shall provide VPN access to authorized users of the Contractor it entered the Confidentiality Agreement with. 
For the duration of their engagement, the Contractor's employees shall have minimum required rights for work execution.  The Supplier shall submit a detailed list of team member who would need to have remote access via the Client's VPN infrastructure, per project stages and including an explanation. 
7.2.8 Log Management
The Contractor shall submit the list of logs the software may register, e.g. transaction logs of business data change and access right change, technical logs related to system performance, etc. 
Explain how the protection against unauthorized changing or deleting of logs related to system performance, etc. has been or may be implemented.  
Explain how the protection against unauthorized changing or deleting of logs has been or may be implemented. Is there a mechanism which obstructs this or may generate alarm?
Furthermore, specify how the logs may be accessed in fast and efficient way. 
8. Maintenance Requirements

8.1.1 Parameters Required for System Operation (SLA)
Provision of the services of Technical improvement and change of the workover management system shall be aligned with the NIS j.s.c. standards and procedures related to the quality and management of IT services.  Provision of the services shall be recorded and monitored through the Client's ITSM tool which shall be the source of regular periodic reporting on the service quality and scope, and fulfilment of the specified SLA.  The Contractor shall be provided with a VPN access (through the terminal server) and AD account for every employee of the Contractor appointed for the implementation of the requested services. 
For every reported incident, NIS j.s.c. shall define critical level and resolution priority in case multiple incidents occur at the same time.  The Contractor shall keep a record of requested and provided services in the NIS j.s.c. Service Desk and regularly report on the services provided according to the specified SLA. 
The required service provision period is on workdays (5 days x 12 hours) in the period from 08:00 to 20:00, except in case of incidents (incidents of highly critical level) which require urgent service provision following the call (24х7).
Works requiring planned down-time are conducted outside the working hours with a prior approval of the Client. 
Specified system availability percentage is 99.5%. Availability calculation shall be made within the agreed-upon service provision period. 
	KPI
	Description

	Final Response Time (FRT) 
	Total time from the moment the Contractor (within the service provision period) receives a ticket (incident or requirement) for its support group through the Client's ITSM tool to the moment of final response (incident elimination or WT implementation or responding to requirements)  Final Response Time is specified in line with the specified Contractor's priority levels. 
FRT also includes Response Time (RT).

	Requirement Analysis (BA)
	Total time required for business requirement analysis, creation of technical specification and proposal of the Contractor regarding the implementation deadline.  Deadline shall be specified and approved by both the Client and the Contractor. 

	Availability (A)
	Availability calculation shall be made within the agreed-upon service provision period.

	Response Time (RT)
	Total time from the moment of ticket creation to the moment of ticket takeover by the Supplier and commencement of implementation. 

	Workaround time (WT)
	Total time from the moment the incident is accepted to the moment of preliminary problem resolution. 

	Report Time (R)
	Total time required for the creation of documentation, technical and user documentation following software change and new requirement implementation. 


8.1.2 Incident Categories
	Critical level
	Incident description

	First level
	· Whole system or individual module operation blocked 
· Key business process of the Company threatened
· Considerably poor system performance
·  The system is completely non-operational and the data have been or might be destroyed.  The system is completely out of operation.  Work of VIP users is affected. 

	Second level
	· Whole system or individual module operation blocked Work of a large number of users is affected. 
· Poor performance, slow response.

	Third level
	· Problem in the operation of key system functions. 
· Significant error in a part of the product or system or partial cessation of operation or malfunction of a part of the system.  The system is operational, but specific individual system components are out of operation.  The system is partially out of operation.  

	Forth level
	· Other problems.  Support shall make corrections with the next software update or upon the installation of a new software version. 
· Non-critical errors which do not affect the system operation and do not create critical problems in the system. 


8.1.3 Requirement Category
	Requirement Priority
	Requirement Description

	First level
	· Requirements for software adjustment in order to make the operation easier
· Requirements for software adjustment due to the amendments to the law or Company's procedures
· Requirements for additional new functions not altering the business process essentially:
· Smaller changes at finished facilities which do not require additional designing
· Requirements for changes of finished facilities altering the work process, but where the change falls within the scope of the existing system. 
· Implementation of the additional backup procedure and its control
· Restore at the Client's request

	Second level
	· Requirements for additional new functions essentially altering the business process
· Requirements for implementation of new modules within the existing software

	Third level
	· Other requirements


	KPI
	Type
	SLA (monthly)

	Incident Maintenance

	First-level incidents
	RT / WТ / FRT / R
	30 min. 

	Second-level incidents
	RT / WТ / FRT / R
	1 hour 

	Third-level incidents
	RT / WТ / FRT
	2 hours 

	Forth-level incidents
	RT / WТ / FRT
	Corrections shall be made with the next software update or upon the installation of a new software version.

	Requirements

	Requirements included in the first level
	RT / BA / FRT
	8 hours (one workday)

	Requirements included in the second level 
	RT / BA / FRT
	2 workdays 

	Requirements included in the third level
	RT / BA / FRT
	5 workdays

	Availability
	A
	99%


SLA fulfilment is monitored at monthly level. For every 0.1% below the specified SLA fulfilment, 1% shall be deducted from the total monthly lump sum payment for the given month. 
The Contractor shall prepare the report on services rendered at a monthly level in the form of the Record on Service Rendered which shall also be approved by the Client.  The document shall be a prerequisite for invoice issuing. 
SLA shall be verified at a monthly level at the Client's technological meeting.  In case of deviation from SLA, a report shall be submitted to the Client for inspection purposes from the Service Desk, clearly indicating SLA violation.  The document shall represent the basis for reducing the application maintenance price for the month of the SLA violation. 
8.2 Requirements for Spare Copying and Archiving
The Client shall be in charge of defining the policy for the creation of spare copies, spare copy keeping period and system recovery, submitting a spare copy to the Contractor at their request.  Spare copies shall not be taken out of the physical and logical boundaries of NIS j.s.c. 
Following each new source code version and after significant software changes, the Supplier shall submit to the Client the current source code version on 3 CDs.  In case of Contract termination or failure to extend the Contract, the Supplier shall present to the Client generation of the executable code from the latest source code version, submitted on 3 CDs. 
The Supplier shall obtain the Client's approval prior to the changes of system parameters which may affect a large number of user or system functions.  
8.3 Requirements for Work Execution Site
 Some project activities may be undertaken by the Supplier via remote access to the NIS local network.   
In the solution designing stage and upon training, personal presence of the consultant is mandatory. 
9. Approach to the Implementation 
The following activities shall be undertaken within the system implementation: 
1. Solution design
a. Approval of the technical solution by the business
b. Approval of the detailed Development Plan
2. Development
a. Test reports (integration, uat, unit tests, etc.)
b.  Development Plan approval
3. Deployment
a. Module delivery
b. Training delivery
c. IT support preparation (technical documentation, backup, monitoring, ticketing system, etc.)
d. Approved Go Live plan
4. Close out
a. Transfer from the design to service support, formal acceptance
b. Stakeholder approval
c. Completion of administrative activities
In line with the approved implementation plan, the activities may be undertaken per stages, for each functional module of the System, module group or the System as a whole.  
9.1 Gantt Chart 
. 
Gantt chart shall be submitted in the form of the table according to the following form: 
	Project stage
	Duration
	Main deliveries
	Use of human resources

	Start of the Project
	<Start date>
	
	

	Stage 1 
	<Number of weeks>
	<Delivery 1>
<Delivery 2>
<Delivery 3>
	

	Stage N
	<Number of weeks>
	<Delivery 1>
<Delivery 2>
<Delivery 3>
	

	Production
	<Start date>
	<Delivery 1>
<Delivery 2>
<Delivery 3>
	

	Post-production support
	<Number of months>
	<Delivery 1>
<Delivery 2>
<Delivery 3>
	



9.2 Requirements for Testing
	No.
	Type of testing
	Requirements for testing

	1. 
	Functional testing
	Functional testing by key users 

	2. 
	Modular testing
	Functional testing by key users of the application modules

	3. 
	Usability testing
	Functional testing by end users 


9.3 Requirements and Training Access
It is required to plan user training.  Training shall be organized in groups which would be formed in line with the organisational units the users belong to.  Initial number of users who should undergo training is given below:
	
	Organisational unit
	Number of users

	1
	Exploration and Production
	68

	2
	Services
	20

	3
	Workover Production Unit
	18

	4
	Well Workover Unit
	12

	5
	Ufa*
	14

	6
	Nedra*
	14


Training group proposal:
	Group
	UPS
	OFS
	Workover Production Unit
	Well Workover
	Ufa
	Nedra

	1
	17 users
	5 users
	6 users
	3 users
	5 users
	5 users

	2
	17 users
	5 users
	6 users
	3 users
	5 users
	5 users

	3
	17 users
	5 users
	3 users
	3 users
	2 users
	2 users

	4
	17 users
	5 users
	3 users
	3 users
	2 users
	2 users


*Ufa and Nedra are currently external service contractors, the system must not be connected to the configuration and infrastructure of subcontractors. 
Only web interface is expected for B2B functions. 
9.4 Requirements for the Contractor's Team Member Qualifications
It is required to provide warranties that consultants and project managers will be engaged in the project.  Any possible change of team members shall previously be approved by the Client. 
10. Bid Submission Instructions 

[image: image1]
	Bid Example

	1. Company profile 

	1.1. History, experience and minimum 3 references from the clients

	2. Approach to the implementation

	2.1. Project management methodology and strategy

	2.2. Project implementation prerequisites (required resources)

	2.3. Gantt Chart

	2.4. Testing strategy and plan

	2.5. Training strategy and plan

	3. IT solution proposal

	3.1. System architecture proposal

	3.2. Response to functional requirements

	3.3. Response to non-functional requirements

	3.4. License structure 

	3.5. Additional requirements for NIS, prerequisites and limitations

	4. IT infrastructure proposal

	4.1. User interface 

	4.2. Server configuration (minimum configuration proposal)

	4.3. Data transmission (network requirements)

	4.4. Additional requirements for NIS, prerequisites and limitations

	5. Response to maintenance requirements

	6. Response to IT security requirements

	5.1.
Confirmation of acceptance of confidentiality requirements

	5.2.
Response to IT security requirements


Infrastructure (servers, licences for server operating system and database management system) is not the subject of this procurement. 





The Bidder shall offer one-year warranty including maintenance according to the above parameters.  The warranty period shall start from the system start-up, with the confirmation in the form of a written record by both parties. 





The Bidder shall submit project stage-specific Certificate of Presence of the project team members who will be engaged in the project implementation, at the required sites. 





Expected implementation period for the whole project shall be maximum 12 months. 





The Bidder shall submit the methodology for the training of implemented system users, in line with the testing requirements. 





Bids shall be short, well organized and unambiguous.  The content shall be organized in line with the structure below. 








1
15

